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ABSTRACT
In the digital government research literature, the concept of trust is
typically used as a precondition for the adoption of digital technol-
ogy in the public sector or an outcome of a roadmap leading up to
such adoption. The concept plays a central role in many decisions
linked to the planning, adoption and management of the public
sector technology. In contrast, the concept of distrust is almost
neglected in such literature but, when approached, it appears as
the opposite logical side of the trust-distrust dichotomy. However,
we conjecture that the path to building trust is different than the
path to building distrust and both concepts should be regarded as
different theoretical constructs. The workshop aims to prove this
conjecture drawing on the insights from the field of e-democracy
including internet voting. Given its technical breadth, political and
societal implications, and layers of complexity, e-democracy is a
good benchmark for exploring this topic. The workshop will con-
front the main conjecture using examples, research and experiences
contributed by participants, conceptual and methodological tools
introduced by the organizers, and a discussion shared by everybody.
The outcome – elements that help build trust or distrust in various
forms of e-democracy – will have practical and theoretical implica-
tions, aiming at further research by the participants and collective
publication of the results in a special issue in a top ranked journal,
preferably Government Information Quarterly.
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1 INTRODUCTION
The concept of trust is a foundation for the functioning of the
democracy. The depersonalization of the social life demands trust-
building with individuals and institutions to secure social order and
handle complexity [10, 14]. The use of technology for government
purposes, while searching for more convenient ways of interacting
with citizens, brings along a new set of complexities and challenges
[6]. e-Democracy follows a similar trend, aimed at keeping citizens
engaged in decision-making processes [1, 16] by interacting with
convenient and efficient systems [7], but also facing challenges that
make implementation [9] and adoption [15] difficult. One of such
challenges is assuring trust.
Following Luhmann [10], we understand trust as the bridge that
connects the known with the unknown and allows taking decisions
that might entail risks; in other words, it is a mechanism of dealing
with complexity and uncertainty. When putting this definition to
workwith e-Democracy, the relevance of collective decisionmaking
and power delegation, and the complexing of the technological
environment involved, make the comprehension of the working
of trust more relevant than ever. Although several efforts have
been undertaken to understand trust, this concept is often regarded
as a logical outcome of the presence of a set of factors such as,
e.g. transparency [3], usability [2], security [13] and verifiability
[8]. In contrast, the concept of distrust is generally left out of the
analysis or, when considered, placed at the opposite end of the
trust-distrust dichotomy [4]. A negative outcome that should be
actively avoided in order to ensure the success of technology [5],
despite its usefulness for detecting problems [11] or vulnerabilities
[12] in implemented systems.

The key premise of this workshop is tackling the separate nature
of trust and distrust in the field of e-Democracy. While related, the
concepts are separate theoretical constructs and should be subject
to separate analysis. In other words, the paths that bring about the
creation of trust and distrust co-exist but are different: the opposite
to “trust” is “not to trust” and not “distrust”, while the opposite of
“distrust” is “not to distrust” and not “trust”. This distinction makes
possible understanding which arguments contribute to the creation
of trust, distrust or both, and how they contribute. An example is
a voting system which technical robustness is contributing to the
creation of trust due to increased safety but also distrust due to the
general population not understanding the complex working of such
systems [13]. Thus both paths should be approached separately but
allowing individuals or institutions to negotiate their positions on
the trust-distrust dichotomy on the use of technology in democracy
and how such use influences the collective outcome, i.e. the quality
of the democracy itself.

While studying the trust-distrust dichotomy is relevant to vari-
ous fields of Digital Government, we chose e-Democracy for two
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main reasons. The first is the need to better understand the func-
tioning of our democracies, particularly when the use of technology
changes the democratic rules of the game. The second is that e-
Democracy projects, due to their diversity, allow collecting different
perspectives on the topic, from specific contexts where local dy-
namics of social interactions serve as good explanatory elements, to
the use of internet voting systems in elections. This diversity affects
the comprehension of the elements that might help understand the
creation of trust and distrust. Not the same elements are relevant
when we are talking about social participation, which is diverse,
localized and less demanding on technical requirements and time
constraints, than when we approach the electoral field, which is
more standardized internationally, imposes strict time constraints
and requires high levels of security, privacy and integrity.

2 GOAL AND OBJECTIVES
The workshop will be organized under the umbrella of the ELEC-
TRUST project “Dynamics of Trust and Distrust Creation in Internet
Voting” funded by the European Commission’s Horizon 2020 pro-
gram over the 2022-2023 period. The workshop will contribute to
the project goals by debating the notions of trust and distrust in the
field of e-Democracy by inviting experts in the field who can share
their expertise in the use of technology for democratic purposes.
The organizers will introduce conceptual and methodological tools
to study trust and distrust in e-Democracy, the tools will be applied
to the examples, research and experiences contributed by experts,
leading to the creation of trust or distrust in e-Democracy, and the
workshop will be concluded by discussion and synthesis of findings.
The workshop results will contribute to the creation of a common
ground of knowledge to be shared amongst the participants and to
be continued in further venues. The expected outcomes will be of
interest to researchers but also to practitioners and decision-makers.
They will also contribute to the development of the theoretical
framework of the ELECTRUST project, and will lead to the creation
of a network of participants and to potential common publications.
In particular, the organizers will aim at developing a special issue
of Government Information Quarterly.

3 WORKSHOP STRUCTURE AND
PARTICIPANT PROFILES

The workshop is expected to cover a wide range of experiences in
the field of e-Democracy. The profiles should be selected amongst
participants who can unfold their knowledge by providing an anal-
ysis of cases where the trust-distrust dimensions might be relevant:
implementation of new projects, analysis of successful or failed ex-
periences, theoretical analysis of elements bringing trust or distrust,
etc. Given the diverse nature of e-Democracy, the participants will
not be restricted to one single type of contribution. The conditions
for the implementation of technological solutions to transform
social participation systems are very different than when such solu-
tions are proposed for elections. The different realities will enrich
the comprehension of the elements affecting each of them.

• Welcome participants and self-introduction – 15 mins
• Electrust Project introduction – 15 mins
• Contributions from participants – 30 mins
• Open Discussion – 20 mins

• Conclusions – 10 mins
For the discussion, and using the presented cases as a benchmark
to relate to, the workshop will pose questions including but not
limited to the following:

• How does the creation of trust or distrust affect democracy
and e-Democracy?

• How is the technological transformation of democracy and
public administration contributing to the creation of trust
or distrust?

• What actors are involved in the creation of trust or distrust?
How is the use of technology changing them?

• How is trust and distrust distributed amongst technology
users?

• How to assess the impact of a given technology on the cre-
ation of trust or distrust? Which indicators can be used?

• What are the most successful or unsuccessful elements for
the creation of trust?

• How would they work in a different technological, institu-
tional or cultural context?
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